**간단한 TCP/IP에 대한 검색 – 네이버 백과사전 TCP/IP**
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TCP? 전송할 파일을 작은 조각(패킷)으로 나누어 전송, 받은 조각들을 원래의 메시지로 조립

IP? 조각들의 주소 부분을 처리해 패킷들이 목적지에 정확하게 도달하도록 함

**정석용, 『정석용의 TCP / IP 소켓 프로그래밍』, 프리렉(2009), 106-108**

**<TCP/IP 4계층>**

TCP/IP 4계층? 미국 국방성이 개발한 ARPAnet의 통신 프로토콜로 인터넷의 기본 프로토콜로 사용되면서 실질적인 표준으로 자리 매김 함

프로토콜? 통신 규약

4. 응용 계층: OSI 7계층의 세션 계층, 표현 계층, 응용 계층.

텔넷, FTP, SMTP와 같은 TCP와 UDP 기반의 응용 프로그램 구현할 때 사용

3. 전송 계층: OSI 7계층의 전송 계층. 통신 노드 간의 연결을 제어, 자료의 송수신을 담당.

프로토콜로는 스트림 형태의 연결형 서비스인 TCP, 데이터그램 형태의 비연결형 서비스인 UDP가 있음

2. 인터넷 계층: OSI 7계층의 네트워크 계층. 통신 노드 간의 IP 패킷을 전송하는 기능과 라우팅 기능.

프로토콜로는 IP, ICMP, ARP, RARP가 있음. IP는 데이터그램 방식의 비연결형 서비스만 제공

1. 네트워크 액세스 계층: OSI 7계층의 물리 계층, 데이터 링크 계층. LAN, X.25, 패킷망, 위성 통신, 다이얼업 모뎀 등에 사용. 특히 이더넷에서는 CSMA/CD MAC 프로토콜을 사용하며 IEEE 802.3 MAC 표준으로 규정되어 있음.

이러한 통신 프로토콜 계층 구조를 기반으로 하여 프로그램으로 각 계층별 자료를 제어하면서 통신할 수 있는 것. 소켓 프로그램은 전송 계층에서 제공하는 통신 함수를 호출해서 자료를 송수신하게 됨

**정석용, 『정석용의 TCP / IP 소켓 프로그래밍』, 프리렉(2009), 108-109**

**<소켓 프로그램>**

대표적인 전송 계층(3계층)의 프로그램, TCP, UDP 기반의 전송 계층 프로그램. 소켓 API함수를 이용해 통신 노드 간의 패킷 단위의 자료 전송을 제어함, 운영체제에 따라 유닉스 BSD 소켓, 리눅스 소켓, 윈도우 소켓 등이 있음

소켓 모듈은 자료 전송을 위해 전송 계층에 있는 TCP 모듈 혹은 UDP 모듈의 함수를 호출함.

TCP 모듈, UDP 모듈은 발신지나 최종 목적지의 컴퓨터에서만 동작함, 라우터 같은 중간에서 자료를 전달하는 컴퓨터에서는 동작하지 않음

TCP, UDP 모듈은 다음 경유지로 자료를 전송하기 위해 IP모듈의 함수를 호출함. IP 모듈에서는 NIC를 통해 다음 경유지로 자료를 전송하기 위해 디바이스 드라이버의 함수를 호출함.

디바이스 드라이버에서는 컴퓨터에 연결된 NIC를 제어하고 자료를 실제 케이블을 통해 전송함.

NIC? Network Interface Card

**정석용, 『정석용의 TCP / IP 소켓 프로그래밍』, 프리렉(2009), 109-111**

**<TCP>**

응용 프로그램 입장에서 TCP는 배송물을 목적지까지 전달하는 이삿짐 센터의 역할.

배송물에 주소를 적어 의뢰하기만 하면 TCP가 처리해줌

응용 프로그램은 이삿짐 센터가 배송물을 목적지까지 전달하기 위해 어떤 경로를 채택하는지 알 필요가 없음, TCP는 전송 계층의 프로토콜로 통신하는 양쪽 노트 간 자료의 전송과 제어를 책임지기 때문

TCP는 배송물을 목적지까지 손실 없이 전달해줌, 즉 신뢰성이 담보되어 있음. 이를 위해 TCP는 자료가 목적지에 잘 전달되었는지 확인하고, 그렇지 못하면 미리 보관하고 있던 사본을 다시 전송하는 방식을 취함.

→ TCP는 재전송을 통한 오류 제어 등으로 신뢰성 있는 자료 전송을 보장함

TCP는 목적지로 자료를 전송할 때 수신 측에서 수용할 수 있는 만큼의 자료만을 전송함, 즉 수용 가능한 자료만 전송하는 흐름제어(Flow Control)를 통해 자료의 안전성을 보장함. 이를 위해 양쪽 시스템은 수신 측 용량에 대한 별도의 정보를 서로 교환함.

TCP를 통해 자료를 전송하는 경우, TCP는 우선 자료가 목적지에 도달할 때까지 경유할 경로를 결정함. 자료는 전송 단위인 패킷으로 쪼개서 번호를 매김, 미리 결정한 경로를 통해 순서대로 전송함. 이렇게 하면 모든 자료가 동일한 경로를 거쳐 전송되어 자료의 순서가 뒤바뀌지 않음

→연결형 서비스

정리: 통신하는 컴퓨터 간에 미리 경로를 결정해서 자료를 송수신하고, 이것이 끝나면 연결을 종료하는 통신 방식. 한번의 많은 양의 자료를 전송할 수도 있고, 동일한 경로를 통해 목적지에 전달되기 때문에 자료의 순서가 보장됨

TCP와 UDP 장단점: TCP가 UDP보다 안전하게 자료를 전송함, 하지만 UDP보다 많은 비용을 치러야 함. 자료 전송 이전에 경로를 결정해야 하고, 자료 전송 여부를 확인해야 하며, 손실이 생기면 사본을 다시 전송해야 하는 등의 추가적 비용을 지불해야 하기 때문

전송 오류가 적거나, 패킷 순서가 바뀌지 않는 환경이거나, 한 번의 패킷 송수신으로 서비스가

완성되는 서비스, 예를 들면 LAN, DNS, time서비스, NFS 등에서는 빠른 UDP를 사용하는 것이 유리

**정석용, 『정석용의 TCP / IP 소켓 프로그래밍』, 프리렉(2009), 111-125**

**<TCP로 자료 송수신>**

소켓은 TCP/UDP를 이용하는 창구 역할, 응용 프로그램은 소켓을 통해 자료를 송수신 할 수 있음.

응용 프로그램에서 TCP/UDP를 이용해 원격지 컴퓨터로 자료를 전송하려면 우선 TCP/IP의 창구 역할을 하는 소켓을 생성하고, 운영체제에서 제공하는 소켓 API를 사용해 자료를 송수신하면 됨.

Ex) 전화망을 이용해 음성 통신을 할 때 전화기가 필요한 것처럼, TCP/IP 통신망을 이용해 소켓 통신을 하려면 소켓이 필요함. 즉, 소켓 = 전화기

소켓은 연결형 서비스를 제공하는 TCP용 소켓, 비연결형 서비스를 제공하는 UDP용 소켓 두 유형이 있음, 소켓을 통해 자료를 송수신할 때 소켓 기술자를 이용함. 파일 기술자를 이용하면 파일을 읽거나 쓸 때뿐만 아니라 소켓을 이용해 자료를 송수신할 때도 사용

서로 통신할 때면 두 개의 소켓을 생성해 자료를 송수신함. 두 소켓이 연결되면 소켓을 통해 자료를 송수신할 수 있게 됨

**정석용, 『정석용의 TCP / IP 소켓 프로그래밍』, 프리렉(2009), 153-154**

**<주소의 구성>**

TCP/IP 통신망에서는 소켓 통신을 위해 상대 컴퓨터와의 접속점으로 IP 주소와 포트 번호를 사용함

IP 주소: 문자열(도메인)이거나, 202.131.30.81 과 같은 10진수, 네트워크 바이트 순서로 된 이진 값으로 변환해야 함

포트 번호: 2바이트로 구성, TCP/IP 프로토콜에서는 빅 엔디안 방식을 채택. 그러므로 2바이트의 포트 번호를 빅 엔디안 방식으로 변환해야 함

빅 엔디안 방식? 시작 주소에 데이터의 최상위 비트가 오도록 저장

소켓 통신을 하려면 자료를 교환할 상대방의 주소(IP주소, 포트번호)를 알고 연결해야 함

**정석용, 『정석용의 TCP / IP 소켓 프로그래밍』, 프리렉(2009), 173-176**

**<TCP 소켓 프로그래밍 - 서버>**

1. 연결 준비 단계

네트워크 통신을 위해 소켓 생성→연결할 주소(서버의 주소) 준비→소켓을 프로토콜 주소에 연결→소켓으로 들어오는 연결 요청 수신

2. 서비스 처리 단계

클라이언트에서 네트워크 통신을 위해 소켓 생성→클라이언트에서 서버로 연결 요청→서버가 클라이언트의 연결 요청을 기다리다가 접수→서버가 연결 소켓으로 클라이언트와 자료를 송수신하며 서비스 제공→클라이언트와의 연결 소켓을 종료

3. 서버 종료 단계

듣기 소켓을 종료하면 더 이상 클라이언트로부터의 연결 요청을 받아들일 수 없음, 즉 서버 프로그램이 종료됨

**정석용, 『정석용의 TCP / IP 소켓 프로그래밍』, 프리렉(2009), 201-202**

**<TCP 소켓 프로그래밍 - 클라이언트>**

1. 연결 준비 단계

네트워크 통신을 위해 소켓 생성→연결할 서버의 프로토콜 주소 준비

2. 서비스 처리 단계

소켓을 서버에 연결→서버로부터 자료를 읽어들임(자료 송수신) →서버와의 연결 소켓 종료

**잠깐 요약!**

TCP는 연결형 서비스를 제공하며, 도착한 자료의 순서를 보장하기 위해 전송 자료에 순번을 매김.

TCP는 자료 수신측에 ACK 패킷을 요구해 자료의 전송 오류, 중복, 손실, 파손 등이 확인되면 재전송으로 자료를 복구함.

한 번에 전송하는 자료의 크기에 제한이 없음, 수신측의 자료 처리 능력과 네트워크 상황에 따라 크기를 조절하는 흐름 제어를 수행함

**정석용, 『정석용의 TCP / IP 소켓 프로그래밍』, 프리렉(2009), 394-396**

**<TCP 상태 변화 – 1. 연결 준비 단계>**

TCP는 연결형 서비스이므로 TCP로 통신하려는 두 개의 호스트는 별도의 제어 정보를 주고받음으로써 호스트 간의 연결을 이루어냄. 클라이언트의 응용 프로그램에서 서버와 연결하기 위해 connect 함수를 호출하면 특정 제어 비트를 1로 설정한 TCP 패킷을 서로 교환함으로써 이루어짐. 패킷 3개를 서로 교환하기 때문에 3방향 핸드 셰이킹이라고 부름

-1단계(SYN 패킷 전송): 우선 클라이언트는 제어 비트 중 SYN 비트를 1로 설정한 TCP 제어 패킷(SYN 패킷)을 서버로 전송해 연결을 시도함. TCP는 송수신되는 자료의 바이트 순서를 관리함, SYN 패킷에 기록된 일련번호와 확인번호 필드의 값으로 순서를 추적함. 처음 SYN 패킷에는 클라이언트가 사용할 일련번호의 시작값(ISN)을 일련 번호 필드에 기록해 전송함. 즉, SYN 패킷의 일련 번호 필드에는 연결 후 자료를 송수신할 때 사용할 ISN이 있음. 보안상의 이유는 ISN은 임의의 숫자로 시작해야 하지만 0도 자주 사용됨

-2단계(SYN\_ACK 패킷 전송): 서버는 제어 비트 중 SYN 비트와 ACK 비트를 1로 설정한 SYN\_ACK 패킷을 클라이언트로 전송함으로써 클라이언트에게 SYN 패킷을 잘 받았음을 알림. 역시 서버가 사용할 ISN을 SYN\_ACK 패킷의 일련 번호 필드에 기록해서 전송함

-3단계(ACK 패킷 전송): 클라이언트는 2단계의 SYN\_ACK 패킷을 서버로부터 받은 후 두 호스트 간에 연결이 되었다는 것을 확인하고, 제어비트의 ACK 비트를 1로 설정한 TCP 제어 패킷(ACK 패킷)을 서버로 보냄. 두 호스트 간에 송수신하는 자료의 각 바이트는 3방향 핸드셰이킹의 연결 과정에서 교환한 ISN에서부터 순서대로 번호를 매김. 따라서 TCP 제어 패킷의 일련 번호 필드의 값을 통해 해당 패킷의 자료가 전체 자료 중 몇 번째 바이트를 송수신했는지에 대해 알 수 있음

ACK 패킷은 현재까지 자료를 얼마나 전송받았고, 또 얼마나 받을 수 있는지 알려줌. 즉, ACK 패킷의 확인번호 필드의 값은 수신하려고 하는 다음 바이트의 일련 번호로 확인 번호 이전까지의 바이트는 모두 수신하였음을 확인해 줌. 또한 윈도우 필드의 값은 수신자가 전송받을 수 있는 바이트의 크기를 설정함. 송신자는 수신자가 설정한 윈도우 필드의 값 내에서 자료를 송신할 수 있음. 즉 흐름 제어 기능을 수행함

**정석용, 『정석용의 TCP / IP 소켓 프로그래밍』, 프리렉(2009), 404-405**

**<TCP 상태 변화 – 2. 자료 송수신 단계>**

자료의 송수신은 클라이언트와 서버 소켓 모두 ESTABLISHED 상태에서만 가능함. TCP에서는 세그먼트 하나로 전송할 수 있는 세그먼트의 최대 크기(MSS)를 설정하여 사용함.

실제 응용 프로그램에서 원격지로 자료를 전송하면 자료의 송수신은 커널의 송수신 버퍼를 통해 이루어짐

원격지로 자료를 전송할 때 응용 프로그램의 버퍼의 내용은 커널의 TCP 송신 버퍼로 복사됨. 응용 프로그램의 버퍼의 내용 모두가 커널의 TCP 송신 버퍼에 복사될 때까지 응용 프로그램은 차단됨. TCP 송신 버퍼의 크기는 옵션 SO\_SNDBUF로 지정. 응용 프로그램의 버퍼의 크기가 크거나 송신 버퍼에 비어 있지 않아서 모두 복사하지 못하면 응용 프로그램이 차단됨.

TCP는 송신 버퍼의 내용을 MSS만큼 IP를 통해 원격지로 전송함. MSS는 connect 함수 호출 시에 3방향 핸드셰이킹을 통해 상대방에게서 받음.

IP는 해당 내용을 데이터 링크의 출력 큐에 넣어 전송함. 큐가 가득 차면 TCP로 재전송을 요구함. TCP는 응용 프로그램에 알리지 않고 커널의 송신 버퍼의 내용을 재전송함. 상대방이 전송한 ACK 패킷을 받으면 송신 버퍼의 내용을 폐기함.

**정석용, 『정석용의 TCP / IP 소켓 프로그래밍』, 프리렉(2009), 406**

**<TCP 상태 변화 – 3. 연결 종료 단계>**

\* 클라이언트가 먼저 close 함수를 호출해서 연결 종료를 시작하는 것으로 가정함 \*

양쪽 호스트가 연결을 종료하기 위해서 FIN 패킷과 ACK 패킷의 제어 비트를 1로 설정하고 서로 교환함. 우선 클라이언트가 연결 종료를 시작한 것으로 가정하였기 때문에 클라이언트에서 서버로의 연결이 다음 1, 2단계를 거쳐서 종료됨. 양방향 연결에서 한쪽 방향의 연결만 종료되기 때문에 반쪽 종료가 이루어짐

-1단계(FIN 패킷 전송): 우선 클라이언트는 제어비트의 FIN 비트를 1로 설정한 TCP 제어 패킷(FIN 패킷)을 서버로 전송해서 연결 종료를 시작함

-2단계(ACK 패킷 전송): 서버는 FIN 패킷을 전송받고서 수신한 일련 번호(ISN)+1의 ACK 패킷을 클라이언트로 전송함

다음은 서버가 모든 작업을 종료하고 close 함수를 호출해 나머지 한 방향의 연결을 종료하는 단계임. 3, 4단계를 거치면 서버에서 클라이언트로의 연결이 반쪽 종료됨

-3단계(FIN 패킷 전송): 서버는 자신의 작업을 완료한 후에 연결 종료를 위해 close 함수를 호출함. 그러면 클라이언트로 제어 비트의 FIN 비트 1로 설정한 TCP 제어 패킷(FIN 패킷)을 전송함

-4단계(ACK 패킷 전송): 클라이언트는 서버에서 수신한 일련 번호(ISN)에 1을 더한 ACK 패킷을 서버로 전송함.

이처럼 TCP 연결 종료는 각 방향에 대해 독립적으로 이루어짐